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1. SCOPE  
 

1.1 LSHTM Wide – all staff and students 

1.1.1 Core IT Services Managed systems and services 

1.1.2 Cloud based LSHTM Managed Services 

 

2. PURPOSE AND OVERVIEW  
 

2.1  This policy provides a framework to define the ongoing process of planning, developing 

and implementing IT Disaster Recovery management for the London School of Hygiene 

and Tropical Medicine. 

2.2

https://lshtm.sharepoint.com/sites/LSHTMServiceCatalog
https://lshtm.sharepoint.com/:w:/t/its/documents/EavwVsLrmlBIjMkHNXvxeTYB8amOZon41UpSruAhbmvVJg?e=sDp3Zp


 
 

 

3.2 Requirement for the Policy 
This policy provides an overview of the systematic approach that should be taken in order to 

safeguard the critical technology and data managed by IT Services at LSHTM, and how that 

approach should be implemented. 

 

3.3 Definitions 

Disaster Recovery Operations 

¶ 

https://lshtm.sharepoint.com/:w:/r/sites/ITS-SMT/Shared%20Documents/IT%20Disaster%20Recovery/LSHTM%20IT%20Major%20Incident%20Plan%20-%20Oct%202020.docx?d=w39e83e61f7874f7ba19a55513ad7835c&csf=1&web=1&e=kszHgf


 
and updated as necessary. Copies of the Runbooks, and the Major Incident Plan should also be 

https://lshtm.sharepoint.com/sites/LSHTMServiceCatalog
https://lshtm.sharepoint.com/sites/LSHTMServiceCatalog


 

Silver A Silver level service is 

any other non-critical 

system operated or 

managed by IT Services 

as a production system 

for University 

operations. 

Tier 2 systems have a designed maximum recovery time 

objective (RTO) of 72 hours, and all minimum essential 

services are identified to ensure efficient recovery. 




